
	

  
 

POLICY 5002 
INSTRUCTIONAL RESOURCES 

(Revised 1/25/10; 5/10/2010; 6/18/12; 6/10/13) 
  
I.       Selection of Instructional Resources  
 

The Board of Education and Superintendent are responsible for the selection of instructional materials, 
resources, and textbooks. The authority to select instructional materials is delegated to the administrative 
personnel and academic content experts of the District. Textbook selection is determined based on 
committee as specified in 70 O.S. § 16-110.  
 
Gift books and materials must meet the same selection criteria as materials purchased with District funds.  
Once accepted, these materials become the property of the District. 
 
A. Guidelines for Selection of Instructional Materials 

 
1. Responsibility for Selection of Materials 

Every teacher and administrator has a responsibility to use instructional materials that 
support the objectives of course content, while being appropriate and accurate. 

 
2. Criteria for Selection of Materials 

The following criteria must be considered when identifying instructional materials for 
classroom use:  
a. The materials have value for the lesson taught and relate to Oklahoma state 

standards and District objectives for the lesson. 
 b. The materials are age and grade level appropriate.  

c. The materials are based on sound research from a respected authority. 
d. As much as possible, the materials present all opinions on a topic. 
e. The materials are accurate and error free.   

  
B. Reconsideration of Instructional Resources  

 
1. Student and Parent Choice  

A student or his/her parent or guardian has the right to reject the use of instructional 
resources which seem incompatible with his/her values and beliefs.  Alternate assignments 
will be provided upon request; no parent or guardian has the right to determine the 
instructional resources for students other than his/her own children. 

 
2. Requesting Removal of Instructional Materials 

Any person requesting reconsideration of library materials or textbooks must make a 
written request, using forms provided through the building principal; completed forms 
must be returned to the principal.  Upon receipt of the request, the principal will meet with 
the complainant. If the principal is unable to satisfy the complainant during a conference, 
the matter will be referred to a District Review Committee.   

 



	
No administrator, library media specialist or teacher may withdraw a resource without 
referring it to the Review Committee which determines whether the resource should be 
withdrawn from any or all schools. 

 
The Review Committee shall be appointed as needed; the Director of Media Services will 
recommend members for the Superintendent’s approval.  The committee’s membership 
shall consist of: 

  a. Voting Members: Assistant Superintendent of  
 Educational Services, appropriate Director of Curriculum, lay person(s), the 

Director of Media  
 Services, and a principal, library media specialist and teacher appropriate to the 

level at which the resource was used. 
b. Non-Voting Members: Complainant(s) and the principal, library media specialist 

and a teacher representing the school which received the complaint. 
 

The resource will be reviewed and judged for its conformity to selection criteria and instructional 
goals.  The decision of the committee will be shared with the complainant and a file of the objection 
and decision will be kept by the Director of Media Services.  In the event that the complainant 
does not accept the decision of the Review Committee, he/she may appeal to the Board of 
Education through the Superintendent.  The final decision rests with the Board of Education. 

 
II.  Duplication and Use of Copyrighted Materials  
 

It is the intent of the Board to delineate, enforce, and abide by the provisions of current copyright laws as 
they affect the District and its employees. 

 
Copyrighted materials, whether they are print or non-print, will not be duplicated or used unless such 
reproduction meets “fair use” standards or unless written permission from the copyright holder has been 
received. 
Details about “fair use” (that copying and/or use which is allowed by federal law) will be made available 
to all teachers.  A summary of these standards will be posted or otherwise made easily available at each 
duplicating machine used for making copies.  A summary of these standards will be made available in the 
school library media center. 

 
The Board does not sanction illegal duplication or use in any form.  Employees who willfully disregard 
the district’s copyright position are in violation of Board Policy; they do so at their own risk and assume 
all liability personally. 

 
III. Using Technological and Internet-based Instructional Resources 
 

Norman Public Schools recognizes the advantages and opportunities associated with using computers and 
internet-based instructional resources. The District also acknowledges that misuse of such resources can 
be harmful to students and their educational endeavors.  All individuals using the computer-based 
resources of Norman Public Schools will be expected to do so responsibly and legally.   

 
 Each student who uses the internet must sign an agreement to follow the  
 Norman Public Schools rules for internet use. 
 

Students will be asked to sign a new agreement each school year before they are given access to the 
Internet.  Students, and if appropriate, students' parents/guardians, may be asked from time to time to sign 



	
a new policy, for example, to reflect developments in the law or technology. Such new policy must be 
signed before internet use is continued.  

 
 A. Internet Uses and Behavior  

 
The District provides access to its computer network and the internet for educational purposes 
only. Students should consult their teacher or librarian if they question the appropriateness of an 
internet activity, site, or resource. 

 
The District recognizes that online based instruction can expand course offerings not currently 
available in the District, for recovery of credit, or in certain cases to fulfill graduation requirements. 
Credit will be granted only for courses that have been approved by the District and for students 
who have met requirements outlined in regulation.  Prerequisites for online courses are the same 
as for regular courses.    

 
The Principal or designee shall determine the appropriateness of course/s for each student.  

 
B.  Netiquette 

 
All students must abide by rules of network etiquette, which include the following: 

 
1. Being polite.  
 
2. Using appropriate language.  

No swearing, vulgarities, suggestive, obscene, belligerent, or threatening language. Avoid 
language that is offensive to other users. Distributing, jokes, stories, or other material which 
is based upon slurs or stereotypes relating to race, gender, ethnicity, nationality, religion, 
or sexual orientation is prohibited. 
 

3. Asking permission.  
Forwarding email or materials without permission of the sender is prohibited. 
 

4. Being considerate when sending attachments. Be sure that a file is not too large to be 
accommodated by the recipient's system and is in a format that the recipient can open. 

 
 C.  Unacceptable Uses of the Internet and Computers 

 
The following are among the uses considered unacceptable and a violation of this policy. 

 
1. Uses that violate the law or encourage others to violate the law. Students may not: 

a. plagiarize works found on the Internet;  
b. transmit offensive or harassing messages;  
c. offer for sale or use any substance the possession or use of which is prohibited by 

the District's Student Discipline Policy;  
d. view, transmit or download pornographic materials or materials that encourage 

others to violate the law; 
e. intrude into the networks or computers of others; or,  
f. download or transmit confidential, trade secret information, or copyrighted 

materials. students should assume that all materials are copyrighted unless explicit 
permission is given to use them. 

 



	
2. Uses that cause harm to others or damage to their property.  

a. engaging in defamation (harming another's reputation by lies);  
b. using another's password or some other user identifier that misleads message 

recipients into believing that someone other than the student is communicating or 
otherwise using his/her access to the network or the Internet;  

c. uploading a worm, virus, "Trojan horse," "time bomb" or other harmful form of 
programming or vandalism;  

d. participate in "hacking" activities or any form of unauthorized access to other 
computers, networks, or information systems. 

 
3. Uses that jeopardize the security of student access and of the computer network or other 

networks on the Internet.  
a. disclosing or sharing their password with others;  
b. impersonating another student or member of the District Staff. 

 
4. Uses that are commercial transactions.  

a. selling or buying anything over the Internet.  
b. disclosing private information about themselves or others, including credit card 

numbers and social security numbers. 
 

5. Uses for the purposes of campaigning and/or lobbying. 
 
 D. Internet Safety 

 
Students and their parents/guardians are advised that access to the electronic network may include 
the potential for access to materials inappropriate for school-aged pupils. Every student must take 
responsibility for his or her use of the computer network and Internet and avoid these sites. Parents 
of minors are the best guides concerning inappropriate materials.  If a student finds that other 
students are visiting offensive or harmful sites, he or she should report such use to the appropriate 
staff member.  

 
Students should be safe. In using the computer network and Internet, students should not reveal 
personal information such as home address or telephone number. Students should not use their real 
last name or any other information that might allow a person to locate them without first obtaining 
the permission of a supervising teacher. Students should not arrange a face-to-face meeting with 
someone they "meet" on the computer network or Internet without their parent's permission. 
Students should never agree to meet a person they have only communicated with on the Internet 
in a secluded place or in a private setting. 

 
The District-provided Internet access utilizes filtering software or other technologies to prevent 
students from accessing visual depictions that are (1) obscene, (2) child pornography, or (3) 
harmful to minors. The school will also monitor the online activities of students, through direct 
observation and/or technological means, to ensure that students are not accessing such depictions 
or any other material, which is inappropriate for minors. The District must monitor the activities 
of minors and must educate minors about: (a) appropriate online behavior, (b) interacting with 
other individuals on social networking websites and in chat rooms, (c) cyber bullying awareness 
and response.    

 
Internet filtering software or other technology-based protection systems may be disabled by a 
supervising teacher or school administrator, as necessary, for purposes of bona fide research or 
other educational projects being conducted by students age seventeen (17) and older. 



	
 

The term "harmful to minors" is defined by the Communications Act of 1934 (47 USC Section 
254 [h][7]), as meaning any picture, image, graphic image file, or other visual depiction that taken 
as a whole and with respect to minors, appeals to a prurient interest in nudity, sex, or excretion; 
depicts, describes, or represents, in a patently offensive way with respect to what is suitable for 
minors, an actual or simulated sexual act or sexual contact, actual or simulated normal or perverted 
sexual acts, or a lewd exhibition of the genitals;  taken as a whole, lacks serious literary, artistic, 
political, or scientific value as to minors. 

 
 E.  Privacy 
 

Network and Internet access is provided as a tool for educational purposes. The District reserves 
the right to monitor, inspect, copy, review and store at any time and without prior notice any and 
all usage of the computer network and Internet access and any and all information transmitted or 
received in connection with such usage. All such information files shall be and remain the property 
of the District and no student shall have any expectation of privacy regarding such materials. 

 
F. Compliance 
 
 A student who violates the District’s internet policy will be subject to  

disciplinary action.  
 

G. Warranties  
 
The District makes no warranties of any kind, either express or implied, in connection with its 
provision of access to and use of its computer networks and the Internet provided under this policy. 
It shall not be responsible for any claims, losses, damages or costs (including attorney's fees) of 
any kind suffered, directly or indirectly, by any student or his or her parent(s) or guardian(s) arising 
out of the student's use of its computer networks or the Internet under this policy. By signing the 
agreement, students are taking full responsibility for his or her use, and the student who is eighteen 
(18) or older or, in the case of a student under eighteen (18), the parent(s) or guardian(s) are 
agreeing to indemnify and hold the school, the District, and all of their administrators, teachers, 
and staff harmless from any and all losses, costs, claims or damages resulting from the student's 
access to its computer network and the Internet, including but not limited to any fees or charges 
incurred through purchases of goods or services by the student. The student or, if the student is a 
minor, the student's parent(s) or guardian(s) agree to cooperate with the school in the event of the 
schools initiating an investigation of a student's use of his or her access to its computer network 
and the Internet, whether that use is on a school computer or on another computer outside the 
District's network. 

 
  



	
NORMAN PUBLIC SCHOOLS 

CITIZEN’S REQUEST FOR RECONSIDERATION 
OF 

INSTRUCTIONAL RESOURCES 
 
Author   
 
Title    
 
Publisher (if known)   
 
Request initiated by _________________________________________________  
 
Telephone _____________________ Address ____________________________  
 
City _______________________________________________ Zip Code   
 
After reading the entire book or listening to/viewing the entire material/resource, please answer these questions: 
 
To what in the material/resource do you object? (Please be specific, cite pages, frames, etc.)   
 
  
 
For what age group would you recommend this material/resource?   
 
Is there anything good about this material/resource?   
 
Are you aware of the judgment of this material/resource by professional critics?   
 
What do you believe is the theme of this material/resource?   
 
What would you like your school to do about this material/resource? 
 Do not assign it to my child.        
  

Withdraw it from all students.     
  

Other        
 

 
                  

Signature of Complainant 
 

      
Date   

	


